Transcript: THIN394\_DGS MFA v6 (60 seconds)

0:00

Voiceover: Cyber criminals love weak, stolen or reused passwords.

[On-screen text: Weak, Stolen, Reused]

[Music]

0:04

Voiceover: That's how they gain access to your accounts.

[On-screen text: Weak, Stolen, Reused]

0:07

Voiceover: But you can add an extra layer of security by turning on multi factor authentication or MFA and it's easier than you think.

[On-screen: Montage of various apps and platforms]

[On-screen text: Turn on multi-factor authentication]

[On-screen: Padlock icon, fingerprint icon and one-time code icons]

0:17

Voiceover: Just combine a strong password with proof it's you.

[On-screen text: strong password, proof it's you.]

0:20

Voiceover: This could be a scan of your fingerprint or face, or a one-time code sent to your device or via an app.

[On-screen text: montage of facial/fingerprint recognition icon, one-time code icon, mobile device icon and check mark icon]

0:27

Voiceover: Choose your combo and in just a few simple steps, you'll make it much harder to hack your accounts, even if your password is stolen.

[On-screen text: Choose your combo, harder to hack]

0:36

Voiceover: Use MFA for your most important accounts like your email, online banking, and any accounts that hold personal information.

[On-screen: Padlock icon, person icon, email icon, $ dollar sign icon, personal info icon ]

0:45

Voiceover: Each service has its own steps, so follow the prompts when you're asked to turn MFA on.

[On-screen text: Turn on MFA]

[On-screen: Padlock icon]

0:51

Voiceover: Do it today.

0:54

Voiceover: Choose your combo and stay safe online.

[On-screen: Password Icon and Fingerprint icon]

[On-screen text: strong password, proof it's you.]

0:57

[On screen text: Choose your combo: Find out more at vic.gov.AU/MFA]

Voiceover: Find out more at vic.gov.AU/MFA

[Music fades out]