


Planning to share information 
	Question
	Considerations / steps (high-level)

	Is the data you want to access or share publicly available?
 
	•A data sharing agreement is unlikely to be required
•Share: make available through DataVic if possible
•Access: through API (if suitable) or download (may be through DataVic)

	Are there any legislative barriers preventing / restricting sharing – e.g., secrecy or confidentiality provisions in the authorising legislation for the regulatory activity / function?
	•Check authorising legislation for the regulatory activity / function
•look for information sharing, secrecy and confidentiality provisions
•look for language enabling or restricting sharing e.g., to perform functions or exercise powers, in particular contexts, by specific roles
•If no specific legislative barriers, consider general legislation, including IPPs / HPPs

	Are there any barriers to sharing that are included in the collection notice e.g., sharing prohibited with a specific group or for a particular reason?
	•Does a collection notice exist? Does it specifically allow sharing with the desired organisation / organisation type?
•If the existing collection notice prohibits sharing with the desired organisation / organisation type, a new collection notice will only allow sharing of data collected after the updated collection notice is used – it does not apply retrospectively

	Where the data contains personal information, does the sharing:
•align with the primary purpose of collection (refer to the collection notice)
•align with an allowable secondary purpose (IPP2 / HPP2)
•OR has consent been given by the individual?
	•The permitted purpose should be outlined in the data sharing agreement
•Complete / update the PIA if new personal data is collected, used or disclosed
•If the sharing does not align with an allowable purpose (or through consent) it may not be possible to share

	Is there a culture of data sharing e.g., executive support and officer training?
	•Create a framework outlining roles, responsibilities and processes – covering different circumstances including emergency situations (governance and accountability)
•Outline how information will be collected and managed (privacy and security) – privacy and security policies, collection notices
•Develop / make available training and awareness programs, including risk management processes

	Are there established mechanisms for data sharing e.g., data sharing agreement, APIs?
	•Existing data sharing mechanisms should be outlined in the framework
•Where a suitable mechanism does not exist, identify the type of data to be shared and the technical capability and requirements

	Are there resources to help interpret the data that is shared / you are accessing e.g., a data dictionary to identify common or different definitions?
	•Acknowledge that there will be differences that cannot be standardised across regulators – often due to differences in legislative definitions and risk profile
•provide information for interpretation and ‘mapping’ across regulators where possible
•Does a data dictionary exist with definitions of key terms e.g., what is defined as an ‘associate’ or ‘involvement’ for specific regulatory frameworks?
•Where a data dictionary does not exist, consider other options to provide key metadata or relationships to users e.g., mapping exercise to better understand definitions and differences between data sharing parties

	What is the purpose of sharing the data:
•policy making, service planning or delivery
•regulatory activities e.g., enforcement, compliance?
	•VPS data sharing policy and Heads of Agreement:
•enables sharing for policy making, service planning or delivery
•does not enable sharing for enforcement / compliance – consider if this can / should be shared and alternative options e.g., bespoke agreement
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